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1. INDEPENDENT AUDITOR’S REPORT 

 

INDEPENDENT AUDITOR’S ISAE 3402 ASSURANCE REPORT AT 18 JANUARY 2024 ON THE DESCRIPTION 

OF ABAKION DIGITAL BUSINESS SOLUTIONS AND RELATNG CONTROLS AND THEIR DESIGN. 

 

 

To:  The Management of Abakion A/S 

 Abakion A/S’ Customers and their auditors 

 

 

Scope 

We have been engaged to report on Abakion A/S (the service provider) description in section 3 of Digital 

Business Solutions and related controls, and on the design and their design related to the control objec-

tives stated in the description, at 18 January 2024. 

 

We have not performed procedures regarding the operating effectiveness of the controls stated in the de-

scription, and accordingly, we do not express an opinion on this. 

 

The service provider’s Responsibilities 

The service provider is responsible for preparing the description and accompanying statement in section 2, 

including the completeness, accuracy, and method of presentation of the description and the statement.  

 

The service provider is responsible for providing the services covered by the description; stating the con-

trol objectives; and identifying the risks threatening achievement of the control objectives; designing and 

implementing effectively operating controls to achieve the stated control objectives. 

 

Auditor’s Independence and Quality Control 

We have complied with the requirements of independence and other ethical requirements of the Interna-

tional Ethics Standards Board of Auditors' International Guidelines on the Conduct of Auditors (IESBA 

Code), which are based on the fundamental principles of integrity, objectivity, professional competence, 

and due diligence, confidentiality, and professional conduct, as well as ethical requirements applicable in 

Denmark. 

 

BDO Statsautoriseret revisionsaktieselskab applies International Standard on Quality Management, ISQM 1, 

which requires the firm to design, implement and operate a system of quality management including poli-

cies or procedures regarding compliance with ethical requirements, professional standards and applicable 

legal and regulatory requirements. 

 

Auditor’s Responsibilities 

 

Our responsibility is on the basis of our actions, to express a conclusion about the service provider's de-

scription and about the design of controls that relate to the control objectives set out in this description. 

 

We have conducted our engagement in accordance with ISAE 3402 Assurance Engagements about controls 

with a service provider. That standard requires that we plan and perform our actions to obtain a high de-

gree of assurance as to whether the description is fairly presented, and whether the controls are appropri-

ately designed. 

 

An assurance engagement to provide a statement about the description and design of controls at a service 

provider includes performing actions to obtain evidence of the information in the service provider's de-

scription and for the design of the controls. The actions chosen depends on the assessment of the service 

provider's auditor, including the assessment of the risks that the description is not accurate and that the 
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controls are not appropriately designed. An assurance assignment of this type further includes an assess-

ment of the overall presentation of the description, the appropriateness of the control objectives set out 

herein and the appropriateness of the criteria specified and described by the service provider in section 2. 

 

As described above, we have not performed procedures regarding the operating effectiveness of the con-

trols stated in the description and, accordingly, we do not express an opinion on this. 

 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 

opinion. 

  

Limitations of Controls at a Service Organisation 

 

The service provider's description has been prepared to meet the common needs of a broad range of the 

service provider's customers and their accountants and therefore does not necessarily include all the as-

pects of Digital Business Solutions that each individual customer may consider important according to their 

particular environment. Furthermore, due to their nature, a service provider's controls may not prevent or 

detect all errors or omissions in the processing or reporting of transactions. 

 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this report. The criteria we used in 

forming our opinion are those described in service providers statement in section 2. In our opinion, in all 

material respects: 

 

a. The description fairly presents the controls relating to Digital Business Solutions as designed and 

implemented at 18 January 2024, and 

 

b. The controls related to the control objectives stated in the description were suitably designed and 

implemented at 18 January 2024.  

 

Description of Test of Controls   

The specific controls tested, and the results of those tests are listed in section 4. 

 

Intended Users and Purpose 

This report is intended only for customers, which have used the service providers Digital Business Solu-

tions, and their auditors who have a sufficient understanding to consider it, along with other information 

about controls operated by the customer themselves when obtaining an understanding of customers’ infor-
mation systems relevant to financial reporting. 

 

 

Copenhagen, 25 January 2024 

 

BDO Statsautoriseret Revisionsaktieselskab 

 

 

 

 

Nicolai T. Visti   Mikkel Jon Larssen 

Partner, State Authorised Public Accountant  Partner, Head of Risk Assurance, CISA, CRISC 

 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 
 

ISAE 3402 ASSURANCE REPORT  

 

2. ABAKION A/S’ STATEMENT 

Abakion A/S provides Digital Business Solutions based on Microsoft technology to companies who seeks as-
sistance with setting up a financial environment and provides support to the companies that Abakion has 
helped set up financial environments for.  

 

The description has been prepared for customers who have used Digital Business Solutions, and who have a 

sufficient understanding to consider the description along with other information, including information 

about controls operated by the customers themselves, when assessing the risks of material misstatements 

of customers’ financial statements. 
 
Abakion A/S uses sub-service providers. The relevant control measure(s) and associated controls of such 
sub-service providers are not included in the accompanying description. 
  

Abakion A/S confirms that the accompanying description in section 3 fairly presents controls in relation to 

Digital Business Solutions and associated controls at 18 January 2024. The criteria used in making this 

statement were that the accompanying description: 

 

1. Explains the Digital Business Solutions, and how associated controls were designed and imple-

mented, including explaining:  

• The services provided, regarding the handled groups of transactions, when it is relevant. 

• The processes in both IT and manual systems that are used to initiate the records, process and 

if necessary, correct the transactions and transfer these to the reports prepared for custom-

ers. 

• Relevant control objectives and controls designed to achieve those objectives. 

• Controls that what we have assumed would be implemented by the user companies with refer-

ence to the design of the system and which, if necessary to achieve the control objectives 

stated in the description, are identified in the description along with the specific control ob-

jectives we cannot reach ourselves. 

• Other aspects of our control environment, risk assessment process, information system (in-

cluding the associated business processes) and communication, control activities and monitor-

ing controls that have been relevant to the processing and reporting of customer transactions. 

 

2. Does not omit or distort information relevant to the scope of the controls described relating to Dig-

ital Business Solutions considering that the description is prepared to meet the general needs of a 

wide range of customers and their auditors and therefore cannot include every aspect of Digital 

Business Solutions that the individual customer may consider of importance to their special envi-

ronment. 
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Abakion A/S confirms that controls related to the control objectives stated in the accompanying descrip-

tion were suitably designed and implemented at 18 January 2024. The criteria we used in making this 

statement were that:  

 

1. The risks that threatened achievement of the control objectives stated in the description were 

identified.  

 

2. The identified controls would, if operated as described, provide reasonable assurance that those 

risks did not prevent the stated control objectives from being achieved.  

 

 

 

Copenhagen, 25 January 2024 

 

Abakion A/S  

 

 

Kenneth Kryger Gran 

CEO 
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3. ABAKION A/S’ DESCRIPTION OF ABAKION DIGITAL BUSINESS SOLUTIONS 

 

Abakion A/S  
Abakion A/S is a Danish-owned company that develops software products based on Microsoft's business 
platforms (ERP, CRM, BI solutions and e-Commerce) and assists customers with support on a number of 
online systems for both municipalities and various industries in the private market. Abakion A/S has of-
fices in Copenhagen and Aarhus.  
  
Abakion’s ca. 160 employees specialized in software development, support, and consulting, and are orga-
nized into a product department, consulting business, finance department and an administration depart-
ment.  
  
Abakion's consulting business includes the Frontdesk & Cloud subdivision, which is overall responsible for 
the operation of Abakion's IT systems, IT security and technical and organizational security measures.  
For Abakion, it is therefore important to ensure: 

• Confidentiality - a confidential treatment, including transmission and storage of information, 
where only authorized internal and external users have access, and where the users' access is lim-
ited to what is necessary in relation to a work-related need. 

• Integrity - a reliable and correct functionality in our IT systems, which minimizes the risk of incor-
rect information due to internal or external conditions.  

• Accessibility - the availability and capacity of IT systems must reflect our need for well-function-
ing IT systems and access to information.  

 

Abakion has therefore adopted this IT and information security policy (hereinafter "IT security policy or 
ISP"). The IT security policy forms the overall management-approved basis for the IT security work in 
Abakion.  
  
IT security is defined in the following as being all security measures aimed at protecting electronic data, 
personal data, information, and IT-related assets used by Abakion.  
  
Management of the personal data security as well as the technical and organizational safety precautions 
and controls are structured in the following segments, for which there are defined controls.  

 

ISO 27001 Control activities  IaaS PaaS SaaS On 

Prem 

LaaS 

Risk assessment • Risk assessment x x x  x 

A.5: Information security 

policies 
• Information Security Policy 

• Review of information security policy 

x x x x  

A.6: Organisation of infor-

mation security 

• Roles and responsibilities  

• Segregation of duties 

• Mobil device policy 

• Remote workplaces and remote access 

to systems and data   

x x x x  

A.7: Human resource secu-

rity 

• Recruitment of employees 

• Training and instruction of employees 

who process personal data  

• Non-disclosure and confidentiality 

agreements 

• Resignation of employees 

x x x x  

A.8: Processing activities • Inventory of assets x x x x (x) 

A.9: Access management • User registration and deregistration 

• Allocation of user access 

• Management of privileged access rights 

• Review of user access rights 

x x x x  
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(x) Advisory obligation.  

DESCRIPTION OF CONTROL ENVIRONMENT 

Description of Abakion A/S IT systems 
Abakion has chosen to object to Microsoft as subcontractors in relation to storage and settlement of ser-

vices, systems, and data. Microsoft has put in place procedures to ensure that databases are encrypted 

and that the same applies to backups. Abakion monitors Microsoft through reviewing SOC2 reports annu-

ally. Microsoft handles customer solutions in Microsoft Online and ensures that they undergo security 

checks and penetration tests performed by Microsoft, which ensures that systems are put in place to iden-

tify and address technical vulnerabilities in applications, services, and infrastructure, so that loss of confi-

dentiality, integrity and availability of systems and data is avoided. 

 

Management of IT 

Abakion A/S has an overall strategy for the use and purchase of IT equipment. We use a single large sup-

plier that ensures a "single point of contact", and thus our history is gathered in one place. This helps to 

give us a quick overview of acquisitions and better sparring around new acquisitions, as the supplier can 

guide us based on previous acquisitions.  

  

ISO 27001 Control activities  IaaS PaaS SaaS On 

Prem 

LaaS 

• Use of Secret Authentication Informa-

tion 

• Procedure for secure log-on 

• Logical access control 

A.10: Cryptography • Policy for encryption 

• Administration of keys 

x x x (x)  

A.11: Physical and environ-

mental security 

• Policy for clean desk and desktop x x x x  

A.12: Operations security • Maintaining system software 

• Antivirus program 

• Data backup  

• Logging in systems, databases, and 

networks, including logging of the use 

of personal data 

• Surveillance  

   (x)  

A.13: Communication secu-

rity 

• Network security 

• firewall 

• External communication connections 

   (x)  

A.14: Acquisition, develop-

ment, and maintenance of 

systems 

• Development and maintenance of sy-

stems 

• Information security in development 

and changes  

• Separation of development-, test and 

production environment  

• Support assignments 

x x x (x)  

A.15: Supplier relationships • Sub service providers agreements and 

instructions 

• Control with service organisations 

x x x x  

A.16: Information security 

incident management 

• Responsibilities and procedures 

• Registration of breaches of information 

security 

x x x x  

A.18: Compliance • Identification of applicable legislation 

and contractual requirements 

x x x x  
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In connection with the performance of our service, it may be necessary to make use of external assis-

tance. We always ensure that agreements with external service providers and out-source providers are 

formalized where relevant and that partners are familiar with our IT security policy.  

  

Should an emergency arise, Microsoft has prepared a contingency plan, which is described in another doc-

ument. The IT security work in Abakion is divided into the following core areas:  

• The IT security policy describes the overall framework for the IT security policy in Abakion.  

• IT business procedures and procedures are the specific guidelines and instructions that must be 

followed by the employees in the daily work, for example approval flow. 

 

Operating and outsourcing guidelines describe the detailed guidelines, rules, instructions, and controls, 

for example minimum safety requirements for setting up system parameters. This will apply in relation to 

internal operations as well as operations handled by external parties.  

 

Risk assessment and management  
To focus the efforts of the IT security work at Abakion, we work according to a structured approach to risk 

management. The result of the risk management, including assessment of risks, is made in Abakion's man-

agement. 

The management is also immediately informed of significant deviations in the current threat picture and 

the adaptation that this leads to in relation to the focus areas and controls. Minor deviations are collected 

and reported periodically to Abakions' Executive Board and are also included in the annual reporting.  

  

To protect Abakion against the negative consequences of IT threats, the IT security work must be based on 

a risk assessment of the threats that Abakion has identified by:  

• Abakion continuously assesses potential IT threats, which are analyzed periodically. Abakion must 

continuously decide how these risks and threats are countered.  

• Suppliers have a significant role in participating in the preparation of risk assessments in relation 

to the development projects and operational tasks for which they are responsible. Suppliers are 

thus responsible for collecting and responding to changing risks and new security incidents and 

communicating this to Abakion.  

• Abakion must make demands on partners and suppliers that IT contingency plans have been pre-

pared and documented, and that these have been tested in collaboration with Abakion. Tests must 

be approved by Abakion's management.  

 

Security Policy 

Abakion's IT security work is rooted in “good IT practice” within information security and is based on the 
ISO 27001 standard and the associated ISO 27002 control framework. This, among other things, to live up 

to the requirements of an ISAE3000 and a ISAE3402 audit statement. 

 

Several overall requirements for IT security have been established to ensure that there is a basis for being 

able to maintain a level of security that is expected to ensure critical infrastructure and applications for 

Abakion. The level of security is ensured by: 

• There is a managerial anchoring of IT security. 

• It has been determined how Abakion meets relevant regulatory and regulatory requirements. 

• The organization has a unique responsibility for all areas covered by the IT security policy, know-

ing that it can be difficult to maintain an organizational separation of functions with the number 

of employees that Abakion has at its disposal. If function separation is not possible, compensatory 

controls have been prepared. 

• Ongoing information campaigns are carried out on the Abakion intranet and at house meetings to 

ensure focus on each employee's responsibility. 

• All employees are instructed in the parts of the IT security policy, IT business procedures, proce-

dures, etc. that are relevant to their area of work. 
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• Interfaces and division of responsibilities with suppliers are precise and established. 

• External parties have become aware of and undertake to comply with the current IT security poli-

cies, business procedures, rules, and guidelines in the cooperation with Abakion. 

• Continuous checks are carried out to ensure that significant IT subcontractors comply with the re-

quirements set by Abakion, just as an assessment is made on an ongoing basis of the suppliers' 

competencies to be able to handle the specific task. 

• Contracts with suppliers that do not meet the requirements of the IT security policy are updated 

based on a risk-based consideration. 

Employee safety / HRM  
HR receives and conducts the screening of applications before employment and is obliged to ensure the 
deletion of the information about the candidates in every 6 months. HR needs to send the e-mail notification 
to every employee and remind them to delete the data related to the candidates. Upon recruitment HR 
needs to present the contract which includes the paragraphs about the personal data protection to new 
employees. After resignation of an employee, the contract should be still considered valid and off-boarded 
employees need to be informed correspondingly.   
  
HR - duty of confidentiality  
Upon recruitment new employees need to sign the contract which includes paragraphs about the duty of 
confidentiality. By signing the contract, new employees demonstrate their commitment to the duty of con-
fidentiality. In certain cases, upon request of a costumer the separate confidentiality agreement will be 
signed.  

 

Management of information-related assets 

Abakion must appear as a reliable organization that ensures that IT services are available, and that infor-

mation is protected. This is ensured by: 

• New purchases of importance for information security are based on business-related needs and 

subject to an initial risk and impact assessment. 

• Development and modification of IT systems takes place after a formalized process in which 

Abakion's needs and requirements are described. The process must ensure operational stability, 

traceability, and testability of the system. In addition, the process must ensure the preparation of 

system, operating and user documentation. 

• Personal information, business-critical information and confidential information are processed in 

accordance with the law and commercially as well as ethically correct. The information is as-

sessed in a life cycle from registration, processing, and storage to disposal. 

• There is a system owner who ensures that systems are specified, tested, and implemented, and 

that controls are implemented that correspond to the risk picture. 

• The IT environment is secured against undesirable events such as physical damage, operational 

disruptions, losses, unauthorized changes, and use. 

• Unauthorized access to the IT environment is not achieved and reassuring functional separation is 

maintained. 

• Confidentiality and personal data protection are included in all development initiatives as a natu-

ral part of the work process throughout the life cycle. 

• Appropriate malicious code testing and unauthorized attacks on Abakion's applications and infra-

structure are identified in relation to identified risks. 

Access Control 

Abakion maintains a user account access control management process to control user access to IT-systems. 
User accounts are unique and personalized so that any action can be traced and linked to individual users. 
IT must ensure compliance with business requirements for traceability, e.g., by securing logs that can be 
correlated to control users' action in applications and on the network.  
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User rights are defined in a way that access rights are granted only when necessary for the fulfilment of 
the user's duties. Access to confidential and personal data must only be allowed for work needed pur-
poses. Processes must be put in place that ensure an adequate user administration, including periodic re-
views and termination of accounts on leave or change in employment.  

Network access control  

The default setting of network access control systems and firewalls must be configured to "deny all", i.e., 

allow only access to resources that are explicitly permitted. 

Authentication when accessing the network 

A two-factor authentication mechanism must be in place to protect all access to internal network and ap-

plication resources from non-Abakion networks. 

Management of Privileged Access Rights 

The system administrative and normal accounts must be separated. The allocation and use of privileged 

access rights, i.e., system administration permissions, is strictly controlled. IT administrative rights must 

be authorized by the management on proposition from the Head of IT. All IT-administrators must have a 

unique identity for tasks that require high privileges. 

Given their higher risk nature, the users with privileged access must be reviewed by their immediate man-

ager at more frequent intervals than regular user rights. 

Password Management System 

Abakion has implemented requirements for user account password management to ensure that passwords 

meet the required secure level. 

Access Control to Program Source Code 

Access to program source code must be restricted. Source code and source code libraries (including de-

signs, specifications, verification plans and validation plans) must be protected by access control system. 

The same applies to source code for applications being developed. 

 

Controls must include consideration for: 

• Maintenance and copying of source code must follow a documented change control procedure. 

• Source code printouts must be securely stored. 

• Source code must not be stored in the production environment. 

Control environment will be established with documented, regular controls. 

Cryptography 

Information, data, and documents in portable computers must be hard drive encrypted in accordance with 

industry standards. Emails containing confidential information including personal data must be encrypted 

under transmission in flight. (Minimum TLS v. 1.2) 

Any connection between Abakion IT systems and customer IT systems, must be protected by https. (Mini-

mum TLS version 1.2). 

Physical security 

To prevent unauthorized physical access, damage and interference to the organization’s information and 
information processing facilities, Abakion has implemented physical entry controls. Physical entry controls 

aim to protect physical locations and restricted secure areas. 
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Secure areas are protected by the appropriate entry controls, e.g., alarms, locks, and access control cards 

to ensure that only authorized personnel are allowed access. Visitor access is handled by ensuring enrol-

ment and pick-up at the reception. 

Management network and operations 
Abakion has a guest network that runs around the primary network. Networks can be managed via man-
agement dashboard. The IT department has access to this. All hosts on the network must be documented 
and visible on the management dashboard. All computers’ hard drives must be encrypted with Bitlocker. 
This means that data is not available should a computer be stolen. Microsoft Defender Antivirus, which is 
in place on all computers, includes Firewall & Network protection.  
  
Abakion ensures that the IT delivery takes place in accordance with recognized "good IT practice" for the 
relevant areas, including daily administration, system planning, monitoring, change management, general 
and incident reporting, etc. Abakion is responsible for following up that the IT service meets the require-
ments and expectations that Abakion has set. Abakion has no servers on the premises, all customer data is 
in the cloud. Abakion's physical network is divided into several different VLANs. Abakion has an IT room 
where the network is managed. This room needs to remain available only to the IT department and spe-
cially selected employees.  
  
Abakion needs to monitor its own and customers' cloud servers daily. Every morning, Pulseway is reviewed 
for alarms that were triggered after the employees left office, the day before. Pulseway provides visible 
notifications, urgent events will be handled without unnecessary delay. All employees can create a re-
quest via e-mail or go directly to the IT department if they require help updating software. The IT depart-
ment needs to roll out software updates to employees if there are important changes to the individual 
software. Abakion uses the program "Easyinstall" to monitor and manage all employees' computers. In that 
way the company can monitor which version of Windows users are running. In the case of outdated soft-
ware, an email will be sent to the person who is asked to update their software immediately.  

Acquisitions, development, and maintenance of information processing systems 

All suppliers who handle a responsibility and/or tasks, are subject to the purpose and scope of the IT secu-

rity policy. Abakion may decide to outsource activities, including using cloud solutions. Outsourcing of sig-

nificant areas of activity can only take place by an executive board decision, considering all relevant regu-

latory requirements and regulations in general. 

Outsourcing contracts 

The contract must contain an IT security instruction that describes the desired IT security level for 

Abakion's systems and data, as well as a requirement that the supplier complies with Abakion's IT security 

policy and always set of rules. Abakion must ensure ongoing control and follow-up on compliance with 

this. Requirements for outsourcing contracts also apply to external consultants, IT deliveries and other 

partners.  

Suppliers 
It is ensured that statutory inspections of service providers are carried out on an ongoing basis, based on 
the risk assessment carried out in accordance with the individual service provider. 

 

Abakion must ensure that agreements and instructions described in service provider agreements are car-
ried out correctly and within the framework of the law. Furthermore, it must be ensured that the fixed 
annual supervision obligation is fulfilled by physical supervision, audit statements or anything else agreed 
in the service provider agreement is fulfilled. This applies to Abakion as data controller and to Abakion as 
service provider, and in relation to sub-service providers. When Abakion use sub service providers that in-
cludes a data processing agreement, Abakion has the obligation at least once pr. Year, to control sub ser-
vice providers internal audit like SOC1, ISAE3000, ISAE3402 or other audit report, to make sure that the 
sub processor meets the requirement regarding. organizational and technical measures as described in the 
data processing agreement.  
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Incident management 

In the event of any security breach, incident or attempt at the same, the management is contacted and 

the responsible assesses and documents the next step. It must be ensured that all incidents that can be 

reported, unintentional as accidental and intentional that may be considered to have an impact on gen-

eral IT security must be registered in the incident system and handled according to applicable processes. 

Thereafter, Abakion shall assist with assistance of any relevant and agreed nature, by identifying and rem-

edying service providers, and subsequently ensuring an alert program aimed at employees, for security 

against recurrence.
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4. CONTROL OBJECTIVES, CONTROL ACTIVITIES, TESTS AND RESULT OF TESTS 

Objective and scope 

BDO has carried out the work in accordance with ISAE 3402 on assurance engagements relating to controls 

at a service organisation. 

 

BDO has performed procedures to obtain evidence of the information in Abakion A/S’ description of Digital 

Business Solutions and the design and implementation of these controls. The procedures performed de-

pend on BDO’s assessment, including the assessment of the risks that the description is not fairly pre-
sented and that the controls are not appropriately designed. 

 

BDO’s test of the design and implementation of controls has included the control objectives and related 

control activities selected by Abakion A/S, and which are described in the following check form. 

 

In the check form, BDO has described the tests performed which were considered necessary to obtain a 

reasonable degree of assurance that the stated control objectives were achieved and that the related con-

trols were suitably designed and implemented at 18 January 2024. 

 

Test procedures 

Tests of the design of technical and organisational security measures and other controls, the implementa-

tion hereof was performed by inquiry, inspection, and observation. 

 

Type Description 

Inquiry Inquiries of relevant personnel at Abakion A/S have been performed for all significant control 

activities. 

 

The purpose of the inquiries was to obtain knowledge and further information about imple-

mented policies and procedures, including how the control activities are performed, and to 

obtain confirmed evidence of policies, procedures, and controls.  

Inspection Documents and reports, which include information about the performance of the control, 

have been read for the purpose of assessing the design and monitoring of the specific con-

trols, i.e., whether the design of the controls is such that they are expected to be effective if 

implemented, and whether the controls are sufficiently monitored and checked at suitable 

intervals. 

 

Tests have been performed of significant system structures of technical platforms, databases, 

and network equipment to ensure that controls have been implemented, including for exam-

ple assessment of logging, back-up, patch management, authorisations and access controls, 

data transmission, and inspection of equipment and locations. 

Observation The use and existence of specific controls have been observed, including tests to ensure that 

the control has been implemented.  

 

With respect to the services provided by Microsoft within Microsoft Azure, we have received a SOC 1 re-

port for the period of 1 July 2022 to 30 June 2023 on technical and organisational security measures relat-

ing to Microsoft Azure. 

 

With respect to the services provided by Continia Software within operation of Document Capture and Ex-

pense Management, we have from independent auditor received the ISAE 3402 assurance report for the 

sub data provider’s technical and organisational security measures and other controls for the period from 

1 May 2022 to 30 April 2023.  

 

With respect to the services provided by Global Mediator within software engineering, we have from inde-

pendent auditor received the ISO 27001 certificate for the sub data provider’s technical and organisational 

security measures and other controls for the period from 3 July 2023 to 31 Oktober 2025.  
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These sub-service provider’s relevant control objectives and related controls are not included in Abakion 

A/S’ description of Digital Business Solutions and relevant controls. Accordingly, we have solely assessed 

the report and tested the controls at Abakion A/S which ensures appropriate supervision of the operating 

effectiveness of the sub-service provider’s controls. 
 

Result of test 

The result of the test made of technical and organisational security measures and other controls has re-

sulted in the conclusions specified on the following pages. 

 

An exception exists when: 

• Technical and organisational security measures and other controls have not been designed or im-

plemented to fulfil a control objective, 

• Technical and organisational security measures and other controls related to a control objective 

are not suitably designed and implemented. 
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A.4 Risk Assessment 

Control objectives 

 To ensure that an annual risk assessment, which forms basis for business motivated implementations of controls, is performed. 

Control Activity Test performed by BDO Result of test 

Risk assessment 

 

 A risk assessment of Abakion’s solutions is carried out 
based on potential risks to the availability, confiden-

tiality, and integrity of systems and data. 

 The vulnerability of systems and processes is assessed 

based on identified threats. 

 Risks are minimised based on the assessment of their 

probability, consequence, and derived implementa-

tion costs. 

 Risk assessments are updated regularly as needed, but 

at least once a year. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We inspected Abakion’s risk assessment and associated proce-
dure and observed that it has been updated in 2023, as well as 

based on data availability, probability and derived implementa-

tion costs based on the potential risks for data subjects’ rights 
and freedom rights.  

 

We have inspected the risk assessment and observed that it co-

vers identified vulnerabilities of systems and processes. 

 

We have inspected the risk procedure and risk assessment and 

observed that risks are minimised based on the assessment of 

probabilities, consequences, and derived implementation costs. 

 

 

 

No exceptions noted. 
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A.5 Security Policy 

Control objectives 

 To provide guidelines for and supporting information security and data protection in accordance with business requirements and relevant laws and regulations. 

Control Activity Test performed by BDO Result of test 

Policies for information security 

 

 The service provider has developed and implemented 

an information security policy. 

 The service provider has developed and implemented 

a policy, containing a guarantee of assistance and ob-

ligation to achieve compliance with relevant require-

ments, laws, and regulations. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We inspected Abakion’s information security policy and ob-

served that it has been updated in 2023.  

 

We have observed that the information security policy, include 

guarantee of assistance and obligation to achieve compliance 

with relevant requirements, laws and regulations has been 

made and implemented. 

 

 

 

No exceptions noted. 

Review of information security policy 

 

 The service provider’s information security policy is 
reviewed and updated at least once a year. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We inspected Abakion’s information security policy and ob-

served that it has been updated in 2023. 

 

 

 

No exceptions noted. 
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A.6 Organisation of information security 

Control objectives 

 To establish a managerial basis for being able to initiate and control the implementation and operation of information security in the organisation. 

 To ensure remote workstations and use of mobile equipment. 

Control Activity Test performed by BDO Result of test 

Roles and responsibilities 

 

 The service provider has documented and established 

management of information security. 

 All responsibility areas for information security have 

been defined and distributed. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have observed that the information security policy, has 

been implemented and approved by the management. 

 

We have inspected the information security policy and observed 

that responsibility for information security has been assigned 

and distributed. 

 

 

 

No exceptions noted. 

Segregation of duties 

 

 The conflicting functions and responsibilities of the 

service provider are separated, to the extent possi-

ble, considering the size of the company, to reduce 

the possibility of unauthorized or unintentional use, 

alteration or misuse of data. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected the technical set-up for the different roles 

at Abakion and observed there is a segregation of duties be-

tween the responsibilities of Abakion’s employees. 
 

 

 

No exceptions noted. 

Mobile device policy 

 

 The service provider has developed and implemented 

a policy and supportive security measures to manage 

the risks of personal data arising from the use of mo-

bile devices. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s mobile device policy and observed 
that security measures are in place. 

 

 

 

No exceptions noted. 

Remote workplaces and remote access to systems and data 

 

 All mobile devices used in a work context must have 

antivirus installed and updated. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

 

 

No exceptions noted. 
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A.6 Organisation of information security 

Control objectives 

 To establish a managerial basis for being able to initiate and control the implementation and operation of information security in the organisation. 

 To ensure remote workstations and use of mobile equipment. 

Control Activity Test performed by BDO Result of test 

 Remote access to the service provider’s systems and 
data is via an encrypted VPN connection. 

 Remote access must go via two-factor authentication. 

By random sampling, we have inspected that antivirus is in-

stalled and updated. 

 

We have inspected Abakion’s policy for organising information 
security and observed that remote access to Abakion's systems 

and data takes place via a remote gateway. 

 

We have inspected the procedure for remote access to custom-

ers’ servers and observed that RDP is used to access Abakion’s 
systems, and that RDP alongside VPN or Gateway is used to ac-

cess customers’ data.  
 

We have inspected that remote access goes via two-factor au-

thentication. 
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A.7 Human Resource Security 

Control objectives 

 To ensure that employees and contracting parties understand their areas of responsibility and are suitable for the roles for which they are assigned. 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. 

 To protect the organisation’s interests as part of changes to or termination of the employment.  

Control Activity Test performed by BDO Result of test 

Recruitment of employees 

 

 The service provider performs screening of potential 

employees before employment in the form of inter-

views and test cases. 

 The service provider performs a background check of 

all job candidates in accordance with business re-

quirements and the function to be held by the em-

ployee. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected the procedure for HR and for randomly se-

lected employment observed that the procedure has been fol-

lowed regarding screening of the employee.  

 

Regarding the background check we have by inquiry been in-

formed that a background check was not performed as the ran-

domly selected employee was known to Abakion, thus, a back-

ground check was deemed unnecessary. 

 

 

 

No exceptions noted. 

Training and instruction of employees in information security 

 

 The service provider conducts instruction training of 

new employees in accordance with information secu-

rity. 

 The service provider carries out ongoing training of 

employees in accordance with information security 

and data protection as well as handling thereof. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for HR and observed 
that employees must receive training in data protection and in-

formation security. 

 

By random sampling we have inspected that new employees re-

ceive data protection and information security training as part 

of their onboarding. 

 

We have inspected that Abakion annually carries out training 

for all employees in data protection and information security. 

 

 

 

No exceptions noted. 

Non-disclosure and confidentiality agreements 

 

 All employees working with confidential data – includ-

ing personal data – have signed a confidentiality 

agreement. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

 

 

No exceptions noted. 
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A.7 Human Resource Security 

Control objectives 

 To ensure that employees and contracting parties understand their areas of responsibility and are suitable for the roles for which they are assigned. 

 To ensure that employees and contracting parties are aware of and meet their information security responsibilities. 

 To protect the organisation’s interests as part of changes to or termination of the employment.  

Control Activity Test performed by BDO Result of test 

 We have inspected Abakion’s procedure for HR and observed 

that employees must sign an employment contract that contains 

a confidentiality agreement. 

  

We have inspected Abakion’s employment contract template 

and observed that it contains a confidentiality agreement. 

  

By random sampling, we have inspected that employees have 

signed an employment contract that contains a confidentiality 

agreement. 

 

Resignation of employees 

 

 The service provider has prepared and implemented a 

procedure for offboarding employees. 

 Upon resignation, the employee is informed that the 

signed confidentiality agreement is still valid. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion's Procedure for HR and observed 

that it contains a procedure for resignation. 

  

We have inspected Abakion’'s resignation template. 
  

By random sampling, we have inspected that resigning employ-

ees have returned assets and user access is terminated. 

 

We have inspected Abakion’s Procedure for HR and observed 

that resigning employees are informed that the signed confi-

dentiality agreement is still valid. 

  

By random sampling, we have inspected that employees are in-

formed that the signed confidentiality agreement is still valid 

upon resignation. 

 

 

No exceptions noted. 
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A.8 Asset management 

Control Objective 

 To identify the organisation's assets and define appropriate responsibilities for its protection.  

Control Activity Test performed by BDO Result of test 

Inventory of assets 

 

 Assets associated with information and information 

processing facilities shall be identified and an inven-

tory of these assets shall be drawn up and main-

tained. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected the service provider’s inventory of assets 
list in relation to information and information processing facili-

ties. 

 

 

 

No exceptions noted. 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 Page 22 of 35 

 

ISAE 3402 ASSURANCE REPORT  ABAKION A/S 

  

A.9 Access Management 

Control objectives 

 To restrict access to information and information processing facilities.   

 To ensure access for authorised users and prevent unauthorised access to systems and services. 

 To make users responsible for safeguarding their authentication information.  

 To prevent unauthorised access to systems and applications. 

Control Activity Test performed by BDO Result of test 

User registration and deregistration 

 

 The service provider has implemented a used admin-

istration procedure that ensures that user creations 

and closures follow a controlled process and that all 

user creations are authorised. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for access management 

and observed that creations and closures follow the procedure. 

    

If a customer wants user-specific access, the customer himself 

is responsible for this, as a user is granted access from Abakion 

to the relevant customer's environment, after which the cus-

tomer sets up the user in their environment. 

  

By random sampling, we have inspected that an employee is 

granted access based on a work-related need. 

  

By random sampling, we have inspected that an employee's ac-

cess is terminated upon resignation. 

 

 

 

No exceptions noted. 

Allocation of user access 

 

 The service provider has a record of users with access 

to systems with personal information. 

 User rights are allocated based on a work-related-

need. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have observed that while a list of users with access to cus-

tomers systems is not kept, one can from Abakion’s system 
identify who has access to customers’ systems and thereby ac-

cess to systems with personal information. 

 

By random sampling, we have inspected that an employee is 

granted access based on a work-related need. 

  

 

 

 

No exceptions noted. 

Management of privileged access rights   
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A.9 Access Management 

Control objectives 

 To restrict access to information and information processing facilities.   

 To ensure access for authorised users and prevent unauthorised access to systems and services. 

 To make users responsible for safeguarding their authentication information.  

 To prevent unauthorised access to systems and applications. 

Control Activity Test performed by BDO Result of test 

 

 Privileged accounts (administrative rights) to systems 

are granted based on a work-related need. 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for access manage-

ment. 

 

Upon enquiry, we been informed that all employees with access 

to customers' environments have “administrative rights”, how-
ever, this has been deemed necessary for the employees to be 

able to perform their tasks. 

 

 

No exceptions noted. 

Review of user access rights 

 

 Users and user rights are reviewed annually. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion reviews users and user rights 

annually. 

 

 

 

No exceptions noted. 

Use of secret authentication information 

 

 The service provider has established rules for pass-

word requirements, which must be followed by all 

employees as well as external consultants. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected the procedure for use of passwords and ob-

served an excerpt of the AD password policy from which we 

could observe that password requirements are enforced on all 

employees and external consultants. 

 

 

 

 

 

No exceptions noted. 

Procedure for secure log-on   
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A.9 Access Management 

Control objectives 

 To restrict access to information and information processing facilities.   

 To ensure access for authorised users and prevent unauthorised access to systems and services. 

 To make users responsible for safeguarding their authentication information.  

 To prevent unauthorised access to systems and applications. 

Control Activity Test performed by BDO Result of test 

 

 The service provider has established logical access 

control for systems with personal data, including two-

factor authentication. 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion has established logical access 

control for systems with two-factor authentication. 

 

 

No exceptions noted. 

Logical access control 

 

 A log is kept for all accesses to systems and data. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that all access to systems and data is logged 

and observed that the data logged is maintained by Microsoft. 

 

 

 

We have found that the retention period of the log is too short. 

 

No further exceptions noted. 
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A.10 Cryptography 

Control objectives 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and / or integrity of information and personal data. 

Control Activity Test performed by BDO Result of test 

Policy for the use of cryptography 

 

 The service provider has implemented an encryption 

policy for encrypting personal data. The policy de-

fines the strength and protocol of encryption. 

 Portable media is encrypted. 

 Encryption is used for the transmission of confidential 

and sensitive personal information via the internet 

and e-mail. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s encryption policy and observed 

that personal data must be encrypted. 

  

We have inspected Abakion’s encryption policy and observed 

that portable media with personal data must be encrypted. 

  

By random sampling, we have inspected that portable media 

are encrypted. 

  

We have inspected the Abakion’'s encryption policy and ob-

served that e-mails must be encrypted if confidential or sensi-

tive personal data is transmitted. 

 

 

 

No exceptions noted. 

Administration of keys 

 

 The encryption keys are stored in a location other 

than where encrypted data is stored. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s policy for encryption and observed 
that keys must be stored in another location. 

  

We have inspected that encryption keys are stored in a location 

that is different from where encrypted data is stored. 

 

 

 

No exceptions noted. 

 
  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 Page 26 of 35 

 

ISAE 3402 ASSURANCE REPORT  ABAKION A/S 

  

A.11 Physical and environmental security 

Control objectives 

 To ensure the correct and effective use of cryptography to protect the confidentiality, authenticity and / or integrity of information and personal data. 

Control Activity Test performed by BDO Result of test 

Policy for clean desk and desktop 

 

 The Screen lock is activated after 15 minutes. 

 Employees activate screen lock when they leave their 

computer. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion's domain policy and observed that 

the screen lock is automatically activated after 15 minutes. 

  

We have inspected Abakion's employee handbook and observed 

that the workstations must be locked when leaving the office. 

 

 

 

No exceptions noted. 
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A.12 Operation procedures 

Control objectives 

 To ensure correct and secure operation of information processing facilities. 

 To ensure that information and information processing facilities are protected against malware. 

 To protect against loss of data. 

 To register incidents and provide evidence. 

 To ensure the integrity of operating systems. 

 To prevent the exploitation of technical vulnerabilities. 

 To minimise the effect of audit activities on operation systems. 

Control Activity Test performed by BDO Result of test 

Maintaining system software 

 

 The service provider has implemented a process for 

updating system software with regards to ensuring 

the systems’ availability and security. 

 Operating systems software on workstations are regu-

larly updated. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for maintaining system 
software and observed that system software on mobile devices, 

servers, SaaS platforms and on-premises is continuously up-

dated. 

  

By random sampling, we have inspected that Abakion continu-

ously updates system software on workstations. 

  

By random sampling, we have inspected that Abakion continu-

ously updates system software on servers. 

 

 

 

No exceptions noted. 

Antivirus program 

 

 Antivirus software is installed on all servers and work-

place stations. 

 Antivirus software is constantly updated and updated 

with the latest version. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

By random sampling, we have inspected that antivirus is in-

stalled and continuously updated on the computer. 

  

By random sampling, we have inspected that antivirus is in-

stalled and continuously updated on servers. 

 

 

 

 

 

 

 

No exceptions noted. 
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A.12 Operation procedures 

Control objectives 

 To ensure correct and secure operation of information processing facilities. 

 To ensure that information and information processing facilities are protected against malware. 

 To protect against loss of data. 

 To register incidents and provide evidence. 

 To ensure the integrity of operating systems. 

 To prevent the exploitation of technical vulnerabilities. 

 To minimise the effect of audit activities on operation systems. 

Control Activity Test performed by BDO Result of test 

Data backup 

 

 Systems and data are backed up daily. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for backup and ob-
served that backups are carried out daily. 

  

We have inspected that backups are carried out daily. 

 

By random sampling, we have inspected that failed backups are 

rectified. 

 

 

 

No exceptions noted. 

Logging in to systems, databases, and networks, including 

logging of the use of personal data 

 

 All successful and unsuccessful attempts to access the 

service provider’s systems and data are logged. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that all successful and unsuccessful at-

tempts to access Abakion’s systems and data are logged. 

 

 

 

 

No exceptions noted. 

Surveillance 

 

 The service provider has established a surveillance 

system of the production environment surveillance 

e.g., uptime, performance, and capacity. 

 The service provider is notified regarding identified 

alarms and there is followed up on such. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion has established a monitoring 

system. 

  

 

 

No exceptions noted. 
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A.12 Operation procedures 

Control objectives 

 To ensure correct and secure operation of information processing facilities. 

 To ensure that information and information processing facilities are protected against malware. 

 To protect against loss of data. 

 To register incidents and provide evidence. 

 To ensure the integrity of operating systems. 

 To prevent the exploitation of technical vulnerabilities. 

 To minimise the effect of audit activities on operation systems. 

Control Activity Test performed by BDO Result of test 

We have inspected that Abakion follows up on unidentified 

alarms. 

 

 
  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



 

BDO STATSAUTORISERET REVISIONSAKTIESELSKAB | HAVNEHOLMEN 29 | 1561 KØBENHAVN V | CVR NO. 20 22 26 70 Page 30 of 35 

 

ISAE 3402 ASSURANCE REPORT  ABAKION A/S 

  

A.13 Communications Security 

Control objectives 

 To ensure protection of information in networks and of supporting information processing facilities.  

 To maintain information security at internal transmission in an organisation and to an external entity. 

Control Activity Test performed by BDO Result of test 

Network security 

 

 Network topology is structured according to best 

practise so that servers that manage the application 

cannot be reached directly from the internet. 

 The service provider’s network is separated so the in-

ternal server cannot communicate directly with the 

internet. 

 The service provider uses well-known network tech-

nologies and mechanisms to protect the internal net-

work. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have observed that VPN, Gateway, and two-factor authenti-

cation are used to protect servers. 

 

We have inspected Abakions physical network and observed that 

Abakions network is separated so internal servers cannot com-

municate directly with the internet.  

 

We have observed that firewalls have been set-up on Abakion’s 
VLAN. 

 

 

 

No exceptions noted. 

Firewall 

 

 The service provider only uses services/ports which 

are needed. 

 Firewalls are configurated and validated periodically 

an as needed to ensure that services/ports only are 

opened as they are needed. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected relevant documentation and observed that 

Abakion only uses services/ports which are needed. 

 

We have inspected that firewalls are configurated and observed 

that firewalls are validated periodically and as needed. 

 

 

 

No exceptions noted. 

External communication connections 

 

 External connection to systems and databases, which 

are used to process personal data, occurs through se-

cure firewall and VPN. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion's policy for organising information 

security and observed that remote access to Abakion's systems 

and data takes place via a remote gateway. 

 

 

No exceptions noted. 
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A.14 System Acquisition, Development and Maintenance          

Control objectives 

 To ensure that information security is prepared and implemented within information systems’ development life cycle. 

Control Activity Test performed by BDO Result of test 

Development and maintenance of systems  

 

 The service provider works based on the relevant 

principals in development and maintenance assign-

ments. 

 Risk evaluations of systems changes are done, to en-

sure data protection by design. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion works based on security-by-de-

sign principles in development and maintenance assignments. 

 

 

 

We have established that the data processor does not carry out 

risk assessments of system changes, but this is expected to be 

incorporated in the future. 

 

No exceptions noted. 

Information security in development and changes 

 

 The service provider works based on the principles of 

security-by-design in development and maintenance 

assignments. 

 Rollback is ensured through version-controlled source 

codes in case of failures in the production environ-

ment. 

 Users are generally created with lowest level of user 

rights. 

 Solely the service provider’s developers and project 
leaders with a work-related need have access to the 

source codes. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion works based on security-by-de-

sign principles in development and maintenance assignments. 

  

By random sampling we have inspected that the rollback plan 

has been implemented in the event of errors in the production 

environment 

  

We have inspected that user are created with the lowest level 

of user rights. 

  

We have inspected that Abakions's developers have access to 

source code when there is a work-related need. 

 

 

 

No exceptions noted. 

Separation of development, test, and production environ-

ments 

 

 Segregation between development and operations 

have been made. 

 Changes in functionalities are tested before they are 

put into production. 

 Development and test are done in the development 

environment which is separated from the test envi-

ronment. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that functional separation between develop-

ment and operation has been introduced. The environments are 

divided into production, test, and development environment. 

 

 

 

 

No exceptions noted. 
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A.14 System Acquisition, Development and Maintenance          

Control objectives 

 To ensure that information security is prepared and implemented within information systems’ development life cycle. 

Control Activity Test performed by BDO Result of test 

 A version controlling system is used to register 

changes to the source code. 

 Development and test environment is separated. 

We have been informed that a sandbox of the production envi-

ronment has been created and that it is a perfect copy of the 

production environment which is why the requirements to ac-

cess it is the same as for the production environment.  

  

By random sampling, we have inspected that changes are tested 

before they are put into production. 

  

By random sampling, we have inspected that changes are tested 

in development environments that are separate from produc-

tion systems before they are put into operation. 

  

We have observed that branches are used as version controlling 

system to register source code changes. 

 

Support assignments 

 

 Supporter’s access and handling of personal data is 
solely performed based on a work-related need. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion's procedure for support tasks. 

  

By random sampling, we have randomly inspected that support-

ers' access and handling of personal data is based on a work-re-

lated need. 

 

 

 

No exceptions noted. 
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A.15 Supplier relationships 

Control Objective 

 To ensure protection of the organization's assets and the data that suppliers have access to.  

 To maintain an agreed level of information security, data protection and delivery of services under the supplier agreements. 

Control Activity Test performed by BDO Result of test 

Sub-service providers agreements and instruction 

 

 All relevant suppliers have signed an NDA with 

Abakion and are familiar with the content of our in-

formation security manual. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion has entered into agreements 

with relevant suppliers and observed that they contain confi-

dentiality obligations. 

 

 

 

 

 

No exceptions noted. 

Control with service organisations 

 

 Business procedures have been established to ensure 

supervision of Abakion’s implemented controls in the 
form of obtaining an ISAE 3402 auditor’s report. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected that Abakion has carried out supervision of 

Microsoft by obtaining and SOC 1 as well as the Bridge Letter. 

  

We have inspected that Abakion has carried out supervision of 

Continia Software by obtaining and ISAE 3402. 

  

We have inspected that Abakion has carried out supervision of 

Global Mediator by obtaining and reviewing the ISO 27001 cer-

tificate as well as an additional follow-up questionnaire. 

  

We have inspected that Abakion has not carried out supervision 

of Evanate, but that they will later carry out a supervision. 

 

We have inspected SOC 2 type I for the period 1 July 2022 to 30 

June 2023 for Microsoft Azure. 

  

We have obtained and inspected ISAE 3402 for the period 1 May 

2022 to 30 April 2023 for Continia Software. 

  

We have obtained and inspected the ISO 27001 certificate for 

the period 3 July 2023 to 31 October 2025 for Global Mediator. 

 

 

We have found that Abakion has not carried out sufficient super-

vision of Enavate. 

 

 

No further exceptions noted. 
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A.16: Information security incident management 

Control Objective 

 To ensure a uniform and effective method of managing information security breaches including communication on security incidents and weaknesses. 

Control Activity Test performed by BDO Result of test 

Responsibilities and procedures 

 

 Management responsibilities and roles have been es-

tablished in connection with breaches of information 

security. 

 The service provider has implemented a procedure 

for breaches of personal data security. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have observed that a procedure for breaches of information 

security has been implemented. 

 

We have observed that management responsibilities and roles 

in connection with breaches of personal data security has been 

defined in the relevant procedure. 

 

 

 

No exceptions noted. 

Registration of breaches of information security 

 

 The service provider registers data breaches in a data 

breach log. 

 The service provider has developed and implemented 

a procedure for experience collection after occurred 

data breaches. 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inspected Abakion’s procedure for breaches of infor-

mation security and observed that breaches of personal data 

security must be registered in the data breach log. 

  

We have inspected Abakion’s data breach log and observed 

that no breaches of information security have been registered. 

    

We have inspected Abakions’s procedure for breaches of infor-

mation security and observed that a procedure for gathering 

experience in the event of breaches of information security is 

in place. 

  

Upon enquiry, we have been informed that there have been no 

breaches of information security. Thus, we have not been able 

to test the implementation. 

 

 

 

No exceptions noted. 
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A.18 Compliance  

Control objectives 

 To prevent violation of statutory and contract requirements in relation to information security and other security requirements. 

 To ensure that information security is implemented and complied with in accordance with the organisation’s policies and procedures. 

Control Activity Test performed by BDO Result of test 

Identification of applicable legislation and contractual re-

quirements 

 

 The service provider has identified all relevant statu-

tory of requirements. 

 

 

 

We have made inquiries of relevant personnel at the service 

provider. 

 

We have inquired documentation verifying that the service pro-

vider is aware of relevant legislation, and we have observed 

that relevant legislation is followed. 

 

 

 

 

No exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



 

  

  

  

 

 

 

 

 

 

 

  

BDO STATSAUTORISERET 
REVISIONSAKTIESELSKAB 

HAVNEHOLMEN 29 

1561 KØBENHAVN V 

 
CVR NO. 20 22 26 70 

 

BDO Statsautoriseret revisionsaktieselskab, a Danish limited liability company, is a mem-

ber of BDO International Limited, a UK company limited by guarantee, and forms part of 

the international BDO network of independent member firms. BDO is the brand name for 

the BDO network and for each of the BDO Member Firms. BDO in Denmark employs almost 

1,700 people and the worldwide BDO network has more than 111,000 partners and staff in 

164 countries. 

 

Copyright - BDO Statsautoriseret revisionsaktieselskab, CVR No. 20 22 26 70. 

 

 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



Dette dokument er underskrevet digitalt via Penneo.com. Signeringsbeviserne i 
dokumentet er sikret og valideret ved anvendelse af den matematiske hashværdi af 
det originale dokument.  Dokumentet er låst for ændringer og tidsstemplet med et 
certifikat fra en betroet tredjepart. Alle kryptografiske signeringsbeviser er indlejret i 
denne PDF, i tilfælde af de skal anvendes til validering i fremtiden.

Sådan kan du sikre, at dokumentet er originalt
Dette dokument er beskyttet med et Adobe CDS certifikat. Når du åbner dokumentet 

i Adobe Reader, kan du se, at dokumentet er certificeret af Penneo e-signature 
service <penneo@penneo.com>. Dette er din garanti for, at indholdet af 
dokumentet er uændret. 

Du har mulighed for at efterprøve de kryptografiske signeringsbeviser indlejret i 
dokumentet ved at anvende Penneos validator på følgende websted: https://
penneo.com/validator

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker digital 
underskrift. Underskrivernes identiteter er blevet registereret, og informationerne er listet herunder.

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Kenneth Kryger Gram
CEO
På vegne af: Abakion A/S
Serienummer: c0f9b36d-f1b6-4a2f-894c-bd9ee1642d69
IP: 109.56.xxx.xxx
2024-01-27 13:52:31 UTC

Nicolai Tobias Visti Pedersen
Partner, State Authorised Public Accountant
På vegne af: BDO Statsautoriseret Revisionsaktiesels…
Serienummer: 096fe1fc-de80-4d55-8c69-fc2fb761227d
IP: 77.243.xxx.xxx
2024-01-28 09:31:49 UTC

Mikkel Jon Larssen
BDO STATSAUTORISERET REVISIONSAKTIESELSKAB CVR: 20222670
Partner, Head of Risk Assurance, CISA, CRISC
På vegne af: BDO Statsautoriseret Revisionsaktiesels…
Serienummer: 51d312d9-1db3-4889-bb62-37e878df1fff
IP: 62.66.xxx.xxx
2024-01-28 15:12:57 UTC

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: 6
H

Q
SE

-V
3J

M
P-

10
AN

C-
7V

Y2
3-

V4
JG

2-
AJ

G
W

P



         NPW+CCvBmoPia5wRBH3Ac5MZTZaNUjCBiy2hWVmD5Jo=   XiQ680LcCEI2yF+pSrWNT5ctfmSjt8tUeGf6hEI5xDY= 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    6uI2/QhSmVysJQWHedm0e32kGdQv73R16z6Dqdxpb2SHAATE5cKnYOVuDdV+F75kgGWhyOt4fywyBGQtvD++AUTnAWWfQhsMcOWB+yvGoC8K7XUQZsE8Lm6kThjUaxvsxHGiYd+G7Y/04tL/unFC7/3VyBNrObRJCba6YCODD0+WSqM4X8Tmw05OrugG2jzO3CfkhYMmSaMWtT8049lxTFc0j56a3Io9qahrDThVVUGjsiRmfWHV08z1w1gSnf1vynUMpTsaF77vM2aF4zSAsbrD7VbQFs+f3JE7jz/8BBLDys7UfOe7ULSR5eQuoK1tUAv4LwXtT7sPauPDdQCQ2csdkPEGonGL15MuUhOK05VFBL6sbRldbfYqAM/o2XUTzpMvgAy4fgXe08V0s13bylCiDnGfczwU24p53GEVmRJzWxrM1QTriilUVGRN0b0UZtTy3yOPwYPTa0PPEPpb9r9NqxxDpWRuLZlTdkSTfLdxmMcOIW7R3Zf564CpCY2IF+rBXatxa/jZKx9i7RNxiKofrQ7U8km+g9N4wJrE4HBwV6i+IeQziRG1YCoST59arD9JJ3h0ijyuVcP7zkl6feMniF2NNHiPV2uQmoT6oMnqdD4UOUwQ0dvWJGf3Fd7kKPhhgzjrXkxzFSrj/bXVCTHf2JwTGFGs57rq0p6cvsk= AQAB  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  MIIFfTCCA2WgAwIBAgIBADANBgkqhkiG9w0BAQsFADBjMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEFwUzEqMCgGA1UEAwwhUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxMB4XDTIyMDUyMzEwMjEwMloXDTMyMDUyMDEwMjEwMlowYzELMAkGA1UEBhMCREsxEzARBgNVBAcMCkNvcGVuaGFnZW4xEzARBgNVBAoMClBlbm5lbyBBcFMxKjAoBgNVBAMMIVBlbm5lbyBQcm9kdWN0aW9uIENBIFNpZ24gUm9vdCBnMTCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAKTQ1ryQGbiSUlwoiJRfN5r9e3n4aXSnQw4IXha36buKLl+Tg8iCDoUXLY5+WC8jhzaXx7C7G/7bweuKoI9XMe8IfXtQILr8YtT2D2zW/Frrl91XYVfkaishcE3aCLgRo8ZPC8rKNZ5Rb886jE62CENWP6RqA3XIspO3sq6aEjKeScBq0u3T6BYoc3xZrXWAErk5NyHL82/9QQv0Dh9WM0RcME5Y24QQxvNiQP5csk7OCXV+snvpyqIN9me/PITavwPJ/LvJGYan6fENgWj3GQ/cQyzVJ7enpjnSoavQIkXkj/TSSlRqT1Iu7JrL/k0hREFlExJRJnTEZTsa38Gy9qbgwI0GeUh7uE88249aFhBvvsSHNv+AyF44tXqvDUOFzwEux5LGLrufPUaiyxma5zT5GtODwxeAZzKPrcmw4zBlpNLT1MtAxDPJbDUVRjK02a2bbh0M9r5PyQh+EOlZN85lL0qEX28zeeVM5IkoaYHu+QYSIWod+UcY8WDsIq79rFKKQnjDtfMZrVdZeqMPUbPXR6Eaqdl7qmy7E4VS6Iyx+gBhYbPtHtNzl4dJdkgnCC7gPQUVrRKk8ILr/JqwapalQZVv23fkCFVSz2oY5a3RxFxYEiAt+3y+yDGzkiRWqXbu897fVc/ymUj7+asHMwgC0V3hDP+67RJ8OhTFCYTXAgMBAAGjPDA6MB0GA1UdDgQWBBQYoUFp+ObGV3lG0X1ZXqit2EkuQDAMBgNVHRMEBTADAQH/MAsGA1UdDwQEAwIBBjANBgkqhkiG9w0BAQsFAAOCAgEAEFwqCXBVKBEtvQP3qArEI268jdVA6ZROb2s6zomxM3Laja0QuJZzbCLUf5kNDnKABUzaqTDda3fqvAdAmM5ONwc1bw4LasdY2ZpspzsvKHb3q/PNIQhiSGKvHZXxpqhjgNuiKn+LziKUaNmGqRC5XyHBxfMfljUH5cOFaFbwxEzlsTtkqnnkmb/Y/6IrqMWh561JViKZ1tbsIn1XHqyBA1eJ9p6Pp/d+dQq0Bbm1FV7OOmQPV/yZUHZopCa4aZQHT3yNTeE2VBAnz8aU4SjU789qhmgvi23zLWu5KiSN2FBZJkniuQWj6RXkt/oyKUIHP7hxdGCo9ChtFaTtz43jA0UNJn3wNnRXRkoI2b/sNcuWu9X+DKl7SmDEt5w9+eJEjB30XLkHZG2vqs1JKadt1B5j+0cPHH4YxW5ry5PI3VJhUlakcteFxtFuzlma0PiMy0vikl8ZsxAAPBplNf5WT7s8x+3qAJ52I86DxYq0wMNkXNMmA5kquOS9AMhxJ6nz8b39nn963s0zHf7fJPMIcuapuRzc+l71n0tLn7L9MZpTjUDi8XvFQFhn6UPzmmDzgt5IAi8R9JWU3rOo2DtWbqxr99uSXr/IATVGUdu73mD6J82ONXHvY0qbF0yGp+c+9+TTURYU4ghv3OeNZ0R1V6c5t3sdnWI+fXrBvewfg0g=     2024-01-27T13:52:29.645Z     rPsBDzB7ennPZaOwIouNRt01OOl2FkyNeFij9IveXYA=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 598424864295172710685309607659017399022036767245     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   MIIQoQYJKoZIhvcNAQcCoIIQkjCCEI4CAQMxDzANBglghkgBZQMEAgEFADCBmQYLKoZIhvcNAQkQAQSggYkEgYYwgYMCAQEGBgQAj2cBATAxMA0GCWCGSAFlAwQCAQUABCDMkpl5syd940IE/8qE0N40KXblZISRwW1AEXjay7SLAwIICGDXCMJx1+QYDzIwMjQwMTI3MTM1MjMxWjADAgEBAgYBjUsxfouhGzAZBggrBgEFBQcBAwQNMAswCQYHBACBl14BAaCCDF0wggXUMIIDvKADAgECAghR4m01mFRhzTANBgkqhkiG9w0BAQsFADCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMB4XDTIzMTEyMDA2NDgwN1oXDTM1MDIyMDA2NDgwN1owYzElMCMGA1UEAwwcVGltZS1TdGFtcGluZyBBdXRob3JpdHkgVFNVMTEPMA0GA1UEBRMGMjAyMy00MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMQswCQYDVQQGEwJJVDCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBAMyDqkJ967GZ8H9/xx+LqQ+7dIsxI/2v1zOaXnKOCKDhjgeyLAWEcBm4SeLoBvXhnNESlqPEKEzKbBCkbNzo64YxPFkE3bq9PRJ5ZCfnBWKshIkMXJ7x8dcQ8rlnkbTHatvALOK+NoeqKUcwcrERqlJOxaoTFnQqHUd19TjHFrzu4ZVnNfm3fwnRVZJNhN1mwIDjWPTUtnpEqTBPG4sIPhHwbM35qn0YZQ1miDY6icbRnJ+yyzt4ZVDgpCoX7CmqTbefDcsmgVmMajOj1Sdx65zvFEF1I0fwYD1s6eEMCCuVtXte1r7Oz/yMcryz7f4s2415e1RAel8Rxh+eZZ72PX8CAwEAAaOCAUUwggFBMB0GA1UdDgQWBBR2q2cjPoyeI68EDa8AkReSbV0wVTAMBgNVHRMBAf8EAjAAMB8GA1UdIwQYMBaAFNNmy1p3EunsJ/EJcs6YsOc5ghQbMBgGCCsGAQUFBwEDBAwwCjAIBgYEAI5GAQEwZAYDVR0gBF0wWzAGBgQrTBAGMEcGDCsGAQQBgv5eAQEFATA3MDUGCCsGAQUFBwIBFilodHRwczovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzLzAIBgYEAI9nAQEwSQYDVR0fBEIwQDA+oDygOoY4aHR0cDovL2NybC50aW1lNG1pbmQuY29tL0ludGVzaS9xdWFsaWZpZWR0aW1lc3RhbXBDQS5jcmwwDgYDVR0PAQH/BAQDAgeAMBYGA1UdJQEB/wQMMAoGCCsGAQUFBwMIMA0GCSqGSIb3DQEBCwUAA4ICAQB9yXBE5hgsiNBP0ajloWl6e77KYnAxRE5e2GjbcK7axAyuzDvxaZmFeqVeFyAqWNbtw+UnhWItMryw3NmdPMBLn8V4V07tGySGfXTEfIf9nP/wQ0FZ/XgEE0aLfJ6YYVSCkQjY7W8LJ7jvtecSHS70ewTvFgFgd7ms4Q6ZQ3pEu3wrlrq0ZD+pWPI5PVTYtFCqZFiVzEjrKrSmGKweIg1g32FyzHxHw6b3MXjp8rN0SztIYmPoNIixZmzjprGFn+64nF5X0xns0dnXGvwzG0Jc+dZBG6Y5qc3dv5cRCVTxCBovQBuTv8NAiUwfNKbyfqJRwzVsMVuWddLc4/XmfcYgq7rnXzKhfPEUdGNP+KuIqqb5Y6fydsR7hWnhExPJokNwS/vSy3wfyqNU2lRikdXaz8inT/dZ+pctWzIFmOt835r778GogEv+zff7fVeJ5T9HbDGiQ/GNQDFJds6tne/ThBF8P96/zvMKFeVK+1PEgPGC7bHeYiA7molgbtUFNluIxMzRVQqHazL2Sadanq6pg9MMToufTl+l6wclfJpvq7M6pdqrrC4AENbhaBMqm5/78Cw0B3v0snz/StemKHskfdE3q1FP/ykuh9ZzuL7SnLV3ExN7PL8Mk84czYHp7PwAGIofsmc4eHChLS6TXCmNIMVEnX0Nez7SBdZKQVa5jTCCBoEwggRpoAMCAQICCFcWniJBILumMA0GCSqGSIb3DQEBCwUAMIGnMQswCQYDVQQGEwJJVDEaMBgGA1UEYQwRVkFUSVQtMDI3ODA0ODA5NjQxHDAaBgNVBAoME0ludGVzaSBHcm91cCBTLnAuQS4xKTAnBgNVBAsMIFF1YWxpZmllZCBUcnVzdCBTZXJ2aWNlIFByb3ZpZGVyMTMwMQYDVQQDDCpJbnRlc2kgR3JvdXAgRVUgUXVhbGlmaWVkIFRpbWUtU3RhbXAgQ0EgRzIwHhcNMTcxMTIzMTAyMjQwWhcNMzcxMTE4MTAyMjQwWjCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyMIICIjANBgkqhkiG9w0BAQEFAAOCAg8AMIICCgKCAgEAtP4tZyol+Z5qAjMObquAQjz9KF/US23hurB/YQakgg4rTrgLHCBEG/1wptoWBDOfs58LjErNMNDbziwgY3hO+j1bhXryrYvYt+ZLkabkWLdAJhdhzztWO/tu5WjfW+Pp+jt7aztdnod+3cRFd+tdA/BMK+EnjYmoh1PrmpuzBWYRBfTy2dxu+EAjENnqNomy9hpNQxgu7iKkR+krFt+C00QJFaC25sIYjeSQGqW6+Dnw1AJVQZayYnKVtMHyO5r4LnNnCUzuNr6TciZgWjU/dfUl2DU/vLZeo/ItcVT7EuVEudtxIhlMpeCYMyac5OujJC/927cvg8q3v8pjHV74R134O5Zp74dU6ZBKyJJ4azjyVlhgI/k4Ki2O5vlJoExn2ZMxTbRtV+uifwJn7MnIM63SA4envLNIEflw9vUrVWqxnjmwNLYpM+hgt+SAmos2VNq+XKVRS4LVRoPw1kRSw2R8Ui9OfyFjkcu76GJ+CPPJiKxf/5p37ge1JDEyjXDTgkoKW4UJTkKjHGrN+nzFDhdfteGi+FcJD+SBiXyUc7yDWVcyOTTKjN0tlZ+s5ap8rMeLFe9x3wEABe9inK5Uqz3jvHvvDau11kyldb0+etj/di0h4nhD2jFUd/QvNTrvzj5s7eq8NqpslKpb5r/x4TdQ5lc8swPiFdqjXBw/GaUCAwEAAaOBrjCBqzAdBgNVHQ4EFgQU02bLWncS6ewn8Qlyzpiw5zmCFBswDwYDVR0TAQH/BAUwAwEB/zAfBgNVHSMEGDAWgBTTZstadxLp7CfxCXLOmLDnOYIUGzBIBgNVHSAEQTA/MD0GBFUdIAAwNTAzBggrBgEFBQcCARYnaHR0cDovL3d3dy5pbnRlc2lncm91cC5jb20vZW4vZG9jdW1lbnRzMA4GA1UdDwEB/wQEAwIBBjANBgkqhkiG9w0BAQsFAAOCAgEAFmSuPU8IvR/DpEN4jU5ESdTZcq2Bnuy0z3aSHVV1Gc1Clzong4SpOIzSVqz/CeZ6Yeef/k2b6vmjhlBucq9W9ruXYjTnsHuOMFyGSaQWQylG8Yf83T9feTnQlFIP6Y1j8U5oqt/Ky0nCPAMpkrpxyJe3+XQbtkTZXM3Sa1oMRP1L5FS2ydiFMNZk9NyDbysNYY1EP7MZqpuP8SYzMwA/7rWy//nY8hP0xLpxImn0pY92GzhRFx0kjWw3ItM1XI6+/CKIqUkBuYzg9aMzEEgtxpNorpgxG1MizqCEHWP+coVUACSLZsMf20REKHR1sOvzkYwg9OMQQ6W5VE1qlyEnm93O9AMJVVabqEBDtLPxRAI8dpL8jEYum1qkpbmYno8rNr21gQApsAnyl9SxqPRHqtd3+SaH3R/0qGleyNakRwT1nexjQoW4X9BueO5lgW/gvRXFQ4B8sW5+dKm3jis3qqNV7wUcHyM1uDKiaP62wCMwrF3Qs+OJ8s0602zE4sOf+m0PBSNALoOvrZvPat2RXzpkpMMz4GD4FHqSP0e4jysnA3yNQJp2aGaun95AVII1eEsaCgb7bumGhpA18GsIb3EnuwFmg6DX4fqaOKn/cgbIC24y/E56Np/dUxtx9OtXg1ObzAgBY7A5d5cmRq4cEyUCtqEynjl6w0ExQb66YtoxggN5MIIDdQIBATCBtDCBpzELMAkGA1UEBhMCSVQxGjAYBgNVBGEMEVZBVElULTAyNzgwNDgwOTY0MRwwGgYDVQQKDBNJbnRlc2kgR3JvdXAgUy5wLkEuMSkwJwYDVQQLDCBRdWFsaWZpZWQgVHJ1c3QgU2VydmljZSBQcm92aWRlcjEzMDEGA1UEAwwqSW50ZXNpIEdyb3VwIEVVIFF1YWxpZmllZCBUaW1lLVN0YW1wIENBIEcyAghR4m01mFRhzTANBglghkgBZQMEAgEFAKCCAZUwGgYJKoZIhvcNAQkDMQ0GCyqGSIb3DQEJEAEEMBwGCSqGSIb3DQEJBTEPFw0yNDAxMjcxMzUyMzFaMC0GCSqGSIb3DQEJNDEgMB4wDQYJYIZIAWUDBAIBBQChDQYJKoZIhvcNAQEBBQAwLwYJKoZIhvcNAQkEMSIEIMDwj58zZIqY+SQJ7KY5ou+sxcbfquDfRNM0C9BlKUXQMIH4BgsqhkiG9w0BCRACLzGB6DCB5TCB4jCB3wQgYX824ojJHpRxfoE6gxy3fImCe4Sdpk/OB6IbBDys7Rgwgbowga2kgaowgacxCzAJBgNVBAYTAklUMRowGAYDVQRhDBFWQVRJVC0wMjc4MDQ4MDk2NDEcMBoGA1UECgwTSW50ZXNpIEdyb3VwIFMucC5BLjEpMCcGA1UECwwgUXVhbGlmaWVkIFRydXN0IFNlcnZpY2UgUHJvdmlkZXIxMzAxBgNVBAMMKkludGVzaSBHcm91cCBFVSBRdWFsaWZpZWQgVGltZS1TdGFtcCBDQSBHMgIIUeJtNZhUYc0wDQYJKoZIhvcNAQEBBQAEggEAy0zqSubt7umZdflkmXktByoXWBm4YJeTL+LnXS6cdyN0FIg10fHVAvisKrPDfAja3WahsSrYbNCPeGoM16YjoMEflAsXmxNe1hQsqvBX3nN9bz71OBQImf56D3968xcYZFSfyJTvuAkDUfw6TkaWfBpNmo8wYr14xiqaCBOuW0ovpkPF4FuNU7qLh5WqZbEWi61qCASSC2wwMQvuHaAs0fTSFznkp4LU3BLPfB/2ic3KyCuBBiG64HlUn863BtoNQgtQbJCK8JtcF3Gcm9gHHzHWPXy+Fo1EwHGtu7grL1zS+9bpgS3txRe0RD0UQb3Xt4mMdnDUZoXmkuMQ/AAkRg==



            
                
            
            Erklæring ISAE 3402 Type 1 Abakion 2023
            6HQSE-V3JMP-10ANC-7VY23-V4JG2-AJGWP
            SHA-256
            02b4f56830a72b02bc98910d391bfafc46ef0e94426e3276ead3b7f47e2467cd
            
                                    
                                                    Abakion A/S
                                                                            CEO
                                            
                            
        
            
            Erklæring ISAE 3000  Abakion AS 2023
            O5JVK-85SHT-D02WM-C4SY6-C3X56-8OWOV
            SHA-256
            9cb7ed818e7bf86311cdd870c74db6072f08400749b567ee131f531b9da4a6d1
            
                                    
                                                    Abakion A/S
                                                                            CEO
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
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            Erklæring ISAE 3402 Type 1 Abakion 2023
            6HQSE-V3JMP-10ANC-7VY23-V4JG2-AJGWP
            SHA-256
            02b4f56830a72b02bc98910d391bfafc46ef0e94426e3276ead3b7f47e2467cd
            
                                    
                                                    BDO Statsautoriseret Revisionsaktieselskab
                                                                            Partner, State Authorised Public Accountant
                                            
                            
        
            
            Erklæring ISAE 3000  Abakion AS 2023
            O5JVK-85SHT-D02WM-C4SY6-C3X56-8OWOV
            SHA-256
            9cb7ed818e7bf86311cdd870c74db6072f08400749b567ee131f531b9da4a6d1
            
                                    
                                                    BDO Statsautoriseret Revisionsaktieselskab
                                                                            Partner, State Authorised Public Accountant
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
         HKlGteus6xXLRlRde4cYTPG6vFavzZ9zeAWKtnMhQcg=   FDG7yXTpsnJe8S/Fj4SoPudmqgDYSL2ieKoy1EXBoRU= 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 AQAB  MIIFyDCCBHygAwIBAgIVANgOAcMwmy+4QdI5PuOoZ+KgNvWpMEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIDBgMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEEvUzEnMCUGA1UEAwweUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBnMXIxMB4XDTI0MDEyODE1MTI1M1oXDTI0MDEyODE1MTc1M1owgcMxgcAwCwYEaYvNeQwDQ1ZSMBAGBGmLzXgMCDIwMjIyNjcwMBkGA1UEAwwSTWlra2VsIEpvbiBMYXJzc2VuMCMGBGmLzW4MG2h0dHBzOi8vbmV0c2VpZGJyb2tlci5kay9vcDAsBgRpi81vDCQ1MWQzMTJkOS0xZGIzLTQ4ODktYmI2Mi0zN2U4NzhkZjFmZmYwMQYDVQQKDCpCRE8gU1RBVFNBVVRPUklTRVJFVCBSRVZJU0lPTlNBS1RJRVNFTFNLQUIwggIiMA0GCSqGSIb3DQEBAQUAA4ICDwAwggIKAoICAQCMH7dSqguGuq5SndKpp4BCyagVtEqLRaspNymSRb2XY7OoIqOFtYjsaxCA4FMBrDzLUJr9ZXHg3E2BiMcTKAzKQrhNKl6WuYdQSSzgVLVzp7VlM+yJajGKH9pR/mm5k8rGGzUMr9svKv3eFdOrQ7LKZmidevzbgtgIoftI7jN3e5yU3sKqxLCfTBy51XS+qqAbfKkcsdskkJTcqfpbe3XgjunFxBFgQ2NGpoEkLwUcD5bdfo/SRRmomKpNbgbYmILjvfQM/3JfUZvO0mURv2bfbrYdm15xM3OsfX7QX6xT9JPI63GoDs9ggScDA8rLlXhEgCPBoM2J+wR1Em1aQbG3L4BTG2VxR/Z32rfaej2avX+SxS5VCpC9LP8pV39DGru+hIOS4CDdy/Gwg36RMTjAjZRGHrdljObx+ztMfsKI8PZjgxfOJbelwvg7NKsRhagpSko3yPqvP3ZR19Wh2koIoEBmo7wynbLajzPKSNhTWMgGwqp2+4H3PFy+T5dTDDDUtYa6sVbCdLj9q3yoxLE7xgzK8fGiY+89EYJWfQCd+WHeM4NwOt1IADstHD4I6l0EOuqv9V2FtsPvMk3CcG1h8P81hr/eIrFGUP6h6PZWo3hC5DkEdXVhpM0I7AL6YG+lA8ztdOXie4LafGO21j2OLLIGRR50+jFcL5VshzZRwQIDAQABo4GsMIGpMB0GA1UdDgQWBBTHAiUnw8SICreYGf+zb4Z6M2v39jAfBgNVHSMEGDAWgBT0m9VnrBMDVsBh/ShmGp60uElAFjBJBggrBgEFBQcBAQQ9MDswOQYIKwYBBQUHMAGGLWh0dHBzOi8vYXBwLnBlbm5lby5jb20vb3BlbmlkLWNhL3YwL29jc3AvbGVhZjAMBgNVHRMBAf8EAjAAMA4GA1UdDwEB/wQEAwIGwDBBBgkqhkiG9w0BAQowNKAPMA0GCWCGSAFlAwQCAQUAoRwwGgYJKoZIhvcNAQEIMA0GCWCGSAFlAwQCAQUAogMCASADggEBAKIjVL06cS7ry/8b2DMCvVkjXgLjH7+NeU8TCzSj8DbLRngty+f21i20JJeUDT6b3RVlHaXIQfNqdrKlWJXwi4kmPlNfnguJHFImqKREXqAljhN8Cs6olzTb8QUMrAytGGu5pfQvN7ijKy/XxYsn+C31Ryz4SQu7iuM02Q6vGOLLkOLECIuRYNAQcVEq1fz2ADj4igqoqnnlnL+/d8MIKbpOP5jHZTVcBvw6bvKbaaDacCq4rTMEAkmxcb9w1CgAUkUHdmOJoZjr4RwCQbvztedk/aalg/hbZlLAPbvMLlwo56OywzeaJcy+v6g0FUksSO1eiWO8o1QGG1fWYUzY/+E=  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     2024-01-28T15:12:57.210Z     zcIbnpig6eY1v53jj9o/CrW/h6+6npMxNjPtywUS2SU=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 1233454370462684964983940404472580468779936839081     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                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      
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